Deskrypcja do spotu profilaktycznego „Znam te sztuczki”

Ujęcie 1

Obrazek: Klaun żongluje piłeczkami, robi miny do kamery

Policjantka  
„Zanim dasz się oszukać – posłuchaj, co mówią ci, którzy już to przeżyli…”

Ujęcie 2

*Obrazek: senior odbiera telefon. Kamera pokazuje jego twarz.*

Policjant:

Oszuści często udają członków rodziny, policjantów czy pracowników banku.  
Nigdy nie podawaj danych przez telefon i nie przekazuj pieniędzy osobom, których nie znasz.

Głos w słuchawce (zniekształcony, niepokojący):  
„Dziadku, miałem wypadek. Potrzebuję pieniędzy!”

Senior (do kamery):  
„Rozłączyłem się. Zadzwoniłem do wnuczka. To był oszust.”

Ujęcie 3

*Obrazek: Starsza pani czyta list, marszczy brwi.*

Senior (do kamery):  
„Obiecywali wygraną i prosili o przelew. Skonsultowałam z córką. Nie dałam się.”

Policjant:

Pamiętaj – żadna uczciwa firma nie prosi o zapłatę za nagrodę. Jeśli coś brzmi zbyt pięknie żeby było prawdziwe – to pewnie oszustwo.

Ujęcie 4

*Obrazek: Mężczyzna puka do drzwi, starsza osoba delikatnie uchyla drzwi*

Senior:  
„Nigdy nie wpuszczam do domu nieznajomych osób, nawet jeśli mówią, że są z opieki czy gazowni. Zawsze wtedy proszę o legitymację. Telefonuję do instytucji, które te osoby rzekomo czy prawdziwie reprezentują”

Policjant

Nie otwieraj drzwi obcym bez upewnienia się, kim są.  
Nie podpisuj niczego „od ręki”.  
Mów głośno „Nie!” i wezwij pomoc sąsiadów, jeśli coś Cię zaniepokoi.

Ujęcie 5

*Obrazek: senior z siatką z zakupami i kartą w ręce idzie chodnikiem*

Seniorka:

„Pani w sklepie zaproponowała mi pomoc przy PIN-ie. Grzecznie podziękowałam i odmówiłam. Chyba dobrze zrobiłam.”

Policjant  
PIN to Twoja tajemnica – nie pokazuj go nikomu.  
Płać kartą ostrożnie, nie daj się zagadać.  
Wypłacaj pieniądze tylko w znanych i bezpiecznych miejscach.

Ujęcie 6

*Obrazek: senior siedzi przy laptopie, klika na klawiaturze, obok drugi pije herbatę*

Seniorka: „Ktoś udawał moją koleżankę i prosił o pieniądze. Skonsultowałem to z wnuczką.”

Seniorka: „Ktoś podszył się pod mojego sąsiada i napisał na komunikatorze z prośbą o przelew. Zadzwoniłam do niego – nic nie wiedział.”

Policjant:  
Pamiętajcie nie klikajcie w podejrzane linki.  
Nie wysyłajcie nikomu pieniędzy ani danych przez internet.  
Poproście kogoś znajomego, gdy macie wątpliwości.

Zawsze weryfikujcie, kto do Was pisze a przesyłanie pieniędzy na szybko, nawet jeśli to wygląda na znajomego, nie jest dobrym pomysłem.

Ujęcie 7 - Rozmowy telefoniczne

*Obrazek: senior siedzi przy stole, rozłożone ma krzyżówki, sprawdza coś w telefonie*

Senior: „Pewnego dnia zadzwoniła kobieta, która podawała się za pracownicę banku. Mówiła szybko aby mnie zmylić. Rozłączyłem się i zatelefonowałem na infolinię banku i okazało się, że to nie była pracownica banku, to była oszustka

Policjant:

Jeśli rozmowa telefoniczna Cię niepokoi – przerwij ją.

Zadzwoń samodzielnie do instytucji i sprawdź, czy to prawda.

Ujęcie 8

*Obrazek: senior wychodzi spod przystanku*

Senior: „Na przystanku ktoś zaproponował, że poniesie mi torbę ale odmówiłem, nie dowierzając, bo nie znałem tego faceta.

Policjant:

Nie zostawiaj torebki bez nadzoru, np. w sklepie czy kościele.

Uważaj na ścisk i tłum – to ulubione miejsce kieszonkowców.

Jeśli coś Cię niepokoi – odejdź i poproś o pomoc.

Ujęcie 9

*Obrazek: Grupa seniorów przy stole, śmieją się, rozmawiają.*

Senior (do kamery):  
„Rozmawiamy właściwie o wszystkim. Wzajemnie się ostrzegamy. Razem jesteśmy silniejsi.

Ujęcie 10

Obrazek Logo Uniwersytetu III Wieku, Komendy Powiatowej Policji w Opatowie, OOK TV Opatów

Napis na ekranie:  
🚔 W razie podejrzenia oszustwa – zadzwoń 112  
📞 Masz wątpliwości? Porozmawiaj z kimś bliskim